
GPA
▪ PROACTIVE NETWORK MANAGEMENT



PROACTIVE MANAGEMENT 

CONCEPTS
▪ Connectivity control of managed devices (network inventory 

database).

▪ Segmentation of management environments and speed (pooling) in 
identifying problems.

▪ Connectivity management (ICMP/ping, snmp, ssh, udp, telnet, 
netstat, nmap) of network devices.

▪ Automatic management and analysis of network equipment logs.

▪ Network equipment configuration management.

▪ Error control, latency, CPU consumption, memory, routes, power 
supply, installed cards, etc.

▪ Customize tools to the work system and needs of each company.



GPA MODULES

▪ GPA PING

▪ GPA RTT

▪ GPA LOG

▪ GPA CTC – CONFIGURATION TASK CONTROL

▪ GPA GPA BDC-R – Configuration Base and Robot

▪ GPA CI – INTERFACE DATA COLLECTION

▪ GPA CA – ACCESS CONTROL



GPA PING

Performs an icmp pooling (ping) on ​​the 

managed ip network and presents the 

functionalities : 

▪ Test Summary

▪ Event log

▪ Alarm acknowledgement

▪ Packet loss control

▪ Latency control



GPA PING – Summary table

▪ The GPAPING 

summary table 

facilitates 

troubleshooting of 

network alarms due to 

the possibility of 

presenting in a simple 

way the general 

status of the network, 

segmenting and 

classifying the alarms



NETWORK TOPOLOGY



Latency Control



GPA PING: Alarm Acknowledgement

▪ IN GPA PING IT IS POSSIBLE TO RECOGNIZE 

AND COMMENT ON ALARMS, MADE EASIER

THE CONTROL AND TREATMENT OF 

INCIDENTS



GPA PING: Device view

▪ QUICK CONSULTATION TO VIEW ALL MANAGED 
INTERFACES OF EACH DEVICE



GPA PING: APPLICATION 

SCENARIO

▪ IN THE SCENARIO PRESENTED ON 
THE NEXT SCREEN WE HAVE THE 
MANAGEMENT OF 6500 INTERFACES, 
WITH SUMMARY TABLES :

▪ LATENCY ALERTS SUMMARY

▪ SUMMARY OF ALERTS BY STATE

▪ SUMMARY OF ALERTS BY PE 
(CONCENTRATOR ROUTER)



GPA PING: SUMMARY TABLE



GPA PING

▪ For up to 400 hosts pooling is 1 minute.

▪ For up to 1000 hosts pooling is 2 minutes.

▪ Above 6,000 hosts, pooling is 5 minutes 

per installed instance.



GPA RTT

▪ GPA RTT performs 

network performance 

control through point-

to-point ping SNMP 

MIB (if the device

supports this SNMP 

MIB – example with 

Cisco MIB support)



GPA RTT:

▪ LATENCY CONTROL IS MADE EASIER BECAUSE 
THE ALARM IDENTIFIES THE CONNECTION THAT IS 
SHOWING SLOWNESS BASED ON THE ADJUSTED 
METRIC.

▪ EACH INTERFACE CAN HAVE A METRIC ADJUSTED 
INDIVIDUALLY IN THE DATABASE.



GPA RTT: per-interface metric

adjustment

▪ ALERT 
THRESHOLDS (FOR 
LATENCY AND 
PACKET 
DISCARDING) CAN 
BE ADJUSTED AT 
ANY TIME, MADE 
EASIER NETWORK 
LATENCY CONTROL



GPA RTT: gráfico de latência

▪ THE LATENCY AND 

PACKET DISCARD 

THRESHOLD IS 

REPRESENTED 

WITH THE RED LINE 

IN THE GRAPH



GPA LOG

▪ GPA LOG collects 
logs from network
devices, switches, 
routers, etc. (syslog
source), and “reads” 
the data, sending 
alarms according to 
the pre-defined trigger 
configuration.



GPA LOG:
▪ THE FOLLOWING TABLE SHOWS ALARMS BASED ON 

STRATACOM (IGX) ROUTER AND SWITCHE LOGS:

▪ THE ALARMS TO BE DISPLAYED MAY CUSTOM FOR EACH 
MANAGEMENT ENVIRONMENT

▪ LOG UPDATE TAKES 1 MINUTE POOLING AND EVENT 
SUMMARY TAKES 2 MINUTES

▪ OSPF – OSPF ROUTING EVENTS (ROUTER)

▪ ISIS – ISIS ROUTING EVENTS (ROUTER)

▪ BGP – BGP ROUTING EVENTS (ROUTER)

▪ CONTROLLER – CONTROLLER E1 INTERFACES FAILURE (ROUTER)

▪ FSIM ROUTER – FAILURE OF MORE THAN 10 INTERFACES PER 
EQUIPMENT(ROUTER)

▪ FSIM IGX –FAILURE OF MORE THAN 10 INTERFACES PER 
EQUIPMENT (IGX)

▪ VIP4 – VIP MODEL BOARD FAILURE (ROUTER)

▪ TRACEBACK – SOFTWARE TRACEBACK EVENTS (ROUTER)

▪ FONTE – POWER SUPPLY FAILURE (ROUTER E IGX)

▪ BIP 8 – IGX TRUNK PACKAGE DISPOSAL ALARM (IGX)



GPA LOG: Events Summary Table



GPA LOG: Alarm Info Detail



GPA LOG: Log query search



GPA LOG: email notification send

▪ FOR ANY TYPE OF 

ALARM THERE IS 

THE OPTION OF 

SENDING AN EMAIL 

TO THE NETWORK 

ADMINISTRATOR



GPA CI – Inteface data collector

▪ GPA CI performs an 
hourly pooling telnet 
(every 30 min or every 5 
min) on selected 
equipment and collects 
interface data to perform 
general control of errors, 
outages, interface resets, 
etc.

▪ Possibility of controlling 
backbone interfaces and 
support network cleaning.



GPA CI – Alarm Information



GPA CI – CRC Interface info



GPA BDC-R – Configuration base 

and robot

▪ The BDC-R backup network devices

configuration through telnet/ssh data 

collection, and when template rules are 

configured, it is capable of managing the 

configuration applied to devices installed 

on the network, generating a series of 

template check alarms.



GPA BDC-R: Device Configuration

Detail



GPA BDC-R Configuration check

template



GPA CTC - Configuration Task 

Control

▪ Allows you to control the configuration 

request flow on network devices

▪ Schedule activities

▪ Record the history of settings applied on 

the network

▪ Proactive analysis of existing configuration 

templates on the network

▪ Records the history of settings made.



GPA CTC – Inbox Configuration

Tasks



GPA CTC: Summary Configuration

Report



GPA CA – ACCESS CONTROL

▪ ACCESS CONTROL TO NETWORK 

DEVICES WITH TACACS+ 

AUTHENTICATION

▪ ACCESS CONTROL FOR CONSOLE 

PASSWORDS (OFFLINE PASSWORDS)

▪ MANAGEMENT AND AUTOMATIC 

CHANGE OF CONSOLE PASSWORDS 

(OFFLINE PASSWORD)



COMPARATIVE CHART 2012

▪ Connectivity control of managed devices (network inventory database).

▪ Segmentation of management environments (pooling) to quick alarms management.

▪ Connectivity management (ping) of network devices.

▪ Automatic management and analysis of network devices logs.

▪ Configuration management of network devices.

▪ Control of errors, latency, CPU consumption, memory, routes, power supply, installed cards, etc.

▪ Customize the tools to the work system and needs of each company.
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